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Welcome!  
 
Welcome to the Advanced Email Security service! Email Threat Protection provides multilayered filtering that allows 
legitimate email while blocking malicious threats such as phishing, impersonation, malware, ransomware, and spam-type 
messages—all automatically. This quick start guide will show you how to use the application.  

 
1. Accessing Your Account  
You will receive a welcome email from Appriver (customerportal@edgepilot.com), which will contain 
a link to “Login to the Customer Portal”.  
 
When you click on the link, it takes you to https://account.edgeplot.com.   
 
You will need to use the email account referenced in the email as your username and select the 
“Forgot Password” link to re-set the temporary password. 
Note: It is highly recommended that you use the same password as the referenced O365 account. 
 
 
 

2. Home Screen 
The screenshot below displays the user’s home screen. This shows a dashboard of the previous statistics for the 
environment. For instance, you can see that this user is getting a spam email every 144 minutes and that 90% of their 
email is going to Spam.  
 

https://account.edgeplot.com/
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3. Quarantine  
 
Clicking on the quarantine tab allows you to see all spam, malware, and release messages for the previous given date 
range.  
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In this view, if you click on a message, you are launched directly into the quarantine message. This allows you to read the 
message in a secure environment, that will not infect your PC or network.  
 
Should you want to allow this message, you can click Show Allowed List & Tools on the upper right side: 
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In this example, domain wide and personal allowed lists are turned on.  
 

 
 
 
The user can choose to add this email address or this domain name to either.  
 
Clicking Add items to the domain allowed list will send this request to your administrator so you have the request to add 
this to your entire organization. Meaning everyone in your company will be able to receive mail from the sender. 
 
Add items to your personal allowed list means it will only affect you and will not affect other users in your environment.  
 
Now any message from this sender will always come through to your email box.  
 
Additionally, you can scroll through this message and read it securely before you release it.  
 
If you want to release the email to your inbox, you click the Release button at the top left and the message will be 
delivered to your inbox where you can read it normally.  
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4. Filters 
Clicking on the Filters tab on the top left, shows your user specific filters. You can see the domain names that you have 
added. You can also come in here manually and add your own domains.  

 
 
 

5. Report Settings 
The Report Settings tab lets you change the frequency of your held spam reports. To change the frequency, click 
Automatically send updated reports every 2-6 hours. Here, you can change the delivery rate. 
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6. Aliases 
If your admin has setup aliases for you, all the email addresses that you get held spam for will be listed here.  

 
 
 
 

7. Support 
Need help or have questions? DP Solutions is here for you! 
 
 

                               Submit a Ticket  
                               Send an email to help@dpsolutions.com to create a service ticket for tech support. 
 
 

                     Phone Support 
                               Call 410-720-1220 to reach our live Service Desk 24x7x365.  
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